|  |  |
| --- | --- |
| Ação[[1]](#footnote-1)  (I,A,E) | 1. **LISTA DE BIN + EXTENSÃO A ATUALIZAR** |
| I | 528069 00 |
| I | 528069 05 |
| I | 528069 06 |
| I | 528069 07 |
| I | 528069 08 |
| I | 528069 09 |
| I | 528069 10 |
| I | 528069 11 |
| I | 528069 12 |
| I | 528069 13 |

|  |  |  |  |
| --- | --- | --- | --- |
| Ação  (I,A,E) | 1. **MATRIZ DE AUTENTICAÇÃO** | | |
|  | **Contexto da Operação** | **Autenticação 3D Secure** | **Ação sobre o Cód. Segurança**A |
|  | Comerciante 3D Secure | Y – Autenticada  (*Fully Authenticated*) |  |
|  | A – Tentada  (*Merchant Only*) |  |
|  | N – Inválida |  |
|  | U – Indisponível[[2]](#footnote-2)  (*Unable to Authenticate*) |  |
| A | Comerciante não 3D Secure  ou  MO/TO (*mail order* - *telephone order*) | - | Opcional |

**Legenda**

Ação sobre o código de segurança:

* **Obrigatório**: O código de segurança tem de estar presente e válido na mensagem de autorização, sendo a transação recusada quando tal não acontecer.
* **Opcional:** Estando presente na mensagem de autorização, o código de segurança tem de ser válido. A transação não é recusada se o código de segurança não estiver presente.
* **Recusa transação:** A transação é recusada sem ser verificada a presença ou validado o CVV.

Nota: As operações recorrentes enquadram-se num dos cenários descritos no momento da primeira operação. As operações subsequentes nunca têm autenticação 3D Secure nem código de segurança associados.

1. A 3CSC e 4CSC - Card Security Code (AMEX), CVV2 - Card Verification Value (VISA) , CVC2 - Card Validation Code (Mastercard)

   Cada ‘Ação’ deve ficar assinalada com “A”, “I” ou “E”, quando:

   A – Se regista uma (a)lteração de um elemento de informação;

   I – Um novo elemento deve ser (i)nserido;

   E – O elemento de informação deve ser (e)liminado da caracterização do BIN. [↑](#footnote-ref-1)
2. Indisponibilidade técnica. [↑](#footnote-ref-2)